
Attackers have responded by refining and specializing their 
attacks. More creative techniques and better quality 
credentials should be a priority concern for all industries.

As a new world of hybrid (online + offline) 
interactions begins to emerge, so do new 
attack opportunities. Here are the top 
findings, straight from our report.
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…but attackers are close 
behind with creative schemes

Multi-prong credential stuffing attacks
Attackers use different user touchpoints on a platform to artificially boost 
credential success rates. These creative multi-prong or multi-touchpoint attacks 
are engineered to improve their chances of success.

of credential stuffing attack attempts 
had correct credentials – which would 
have opened the account. This is 
record-breaking, up from the 1.9% 
credential success rate in 2020.

9.9%
year-over-year increase in card 
cycling attempts at checkout.

54%
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And that’s not all 
Find more numbers and what’s 
behind them in the full report.
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Banking and eCommerce 
reach digital maturity 
Online traffic continued to grow as customers leaned into 
hybrid experiences that combine online and offline activities.

more purchases 
among major retailers 
compared to H1 2020.

51%

increase in money 
transfers within 2021.

23%
traffic growth across 
event-ticketing companies 
compared to 2020 average.
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